**JWT token**

1. Header
2. Payload
3. Signature

**Header**

signing algorithm being used, such as HMAC SHA256 or RSA

**Payload**

which contains the claims. claims basically consist of subject, expiration time, issued at, roles etc.

**Signature**

**To create the signature part, you have to take the encoded header, the encoded payload, a secret, the algorithm specified in the header, and sign that.**